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[THIS CLAWBACK STIPULATION IS INTENDED FOR USE IN 

FEDERAL COURT AND INCLUDES REFERENCE TO FRCP 26(b)(5)(B) 

AND FRE 502 (d) WHICH GOVERN INADVERTENT PRODUCTION OF 

DOCUMENTS.  HOWEVER, THE CLAWBACK ELIMINATES AND 

OBVIATES THE NEED FOR A PARTY TO PROVE IT TOOK 

REASONABLE STEPS TO PREVENT PRIVILEGE AS REQUIRED IN 

FRCP 26(b)(5). BE SURE TO CAREFULLY CONSIDER THE DEADLINES 

IMPOSED BY THIS AGREEMENT (I.E., TIME TO RESPOND TO 

RETURN DEMAND) AND MAKE SURE THEY ARE REASONABLE FOR 

YOUR CASE. ALSO NOTE THAT THIS CLAWBACK HAS A COST-

SHIFTING PROVISION IN THE EVENT THAT THE PRODUCING 

PARTY INSISTS ON THE RETURN OF ELECTRONIC COPIES RATHER 

THAN THEIR SEQUESTER OR DISABLEMENT.  IF YOU HAVE ANY 

QUESTIONS, PLEASE CONTACT THE FIRM’S EDISCOVERY 

COUNSEL]  
 

 

IN THE UNITED STATES DISTRICT COURT 

FOR THE ________ DISTRICT OF _______ 

 

 
 
[PLAINTIFFS],  
 
   Plaintiffs, 
 
   v. 
 
[DEFENDANTS],  
 
   Defendants. 

 
 
 
CIV. NO.:  

 
CLAWBACK AND PRESUMPTIVELY PRIVILEGED PROTOCOL 

STIPULATION AND FRE 502(D) AND (E) ORDER 

 

 

 The parties hereby stipulate to protect certain privileged and otherwise 

protected documents and electronically stored information (collectively, 

“document” or “documents”) against claims of waiver in the event they are 



produced during the course of this litigation whether pursuant to a Court Order, a 

parties’ discovery request or informal production. 

 Both parties may be required to produce large volumes of documents and, 

to comply with discovery deadlines in the case, wish to complete discovery as 

expeditiously as possible, while preserving and without waiving any evidentiary 

protections or privileges applicable to the information contained in the documents 

produced, including as against third parties and other Federal and State 

proceedings.  Accordingly, the parties hereby stipulate to, and the Court hereby 

Orders pursuant to Federal Rules of Civil Procedure 502(d) and (e), as follows: 

1. The inadvertent production of any document in this action shall be 

without prejudice to any claim that such material is protected by any legally 

cognizable privilege or evidentiary protection including, but not limited to the 

attorney-client privilege, or the work product doctrine, and no party shall be held to 

have waived any rights by such inadvertent production. 

2. If any document produced by another party is on its face subject to a 

legally recognizable privilege or evidentiary protection, the receiving party shall: 

(a) refrain from reading the document any more closely than is necessary to 

ascertain that it is privileged;  (b) immediately notify the producing party in writing 

that it has discovered documents believed to be privileged or protected; (c) 

specifically identify the documents by Bates number range or hash value range, 

and, (d) where possible, return, sequester, or destroy all copies of such documents, 

along with any notes, abstracts or compilations of the content thereof, within five 

(5) days of discovery by the receiving party.  Where such documents cannot be 

destroyed or separated it shall not be reviewed, disclosed, or otherwise used by the 

receiving party.  Notwithstanding, the receiving party is under no obligation to 

search or review the producing party’s documents to identify potentially privileged 

or work product protected documents. 



3. Upon written notice of an unintentional production by the producing 

party or oral notice if notice is delivered on the record at a deposition, the receiving 

party must promptly return, sequester or destroy the specified document and any 

hard copies the receiving party has and may not use or disclose the information 

until the privilege claim has been resolved. The producing party shall also provide 

an updated privilege log for such documents setting forth the author, recipient(s), 

subject matter of the document, along with the basis for the claim of privilege or 

evidentiary protection, as well as any portion of the document that does not contain 

privileged or protected information.  To the extent that the producing party insists 

on the return or destruction of electronic copies, rather than disabling the 

documents from further use or otherwise rendering them inaccessible to the 

receiving party, the producing party shall bear the costs of the return or destruction 

of such electronic copies. 

4. To the extent that the information contained in a document subject to 

a claim has already been used in or described in other documents generated or 

maintained by the receiving party, then the receiving party will sequester such 

documents until the claim has been resolved. If the receiving party disclosed the 

specified documents before being notified of its inadvertent production, it must 

take reasonable steps to retrieve it. The producing party shall preserve the specified 

documents until the claim is resolved. 

5. The receiving party shall have five (5) days from receipt of 

notification of the inadvertent production to determine in good faith whether to 

contest such claim and to notify the producing party in writing of an objection to 

the claim of privilege and the grounds for that objection. 

6. The receiving party’s return, sequestering or destruction of such 

privileged or protected documents as provided herein will not act as a waiver of the 

requesting party’s right to move for the production of the returned, sequestered or 



destroyed documents on the grounds that the documents are not in fact subject to a 

viable claim of privilege or protection.  However, the receiving party is prohibited 

and estopped from arguing that the production of the documents in this matter acts 

as a waiver of an applicable privilege or evidentiary protection, that the disclosure 

of the documents was not inadvertent, that the producing party did not take 

reasonable steps to prevent the disclosure of the privileged documents or that the 

producing party failed to take reasonable steps to rectify the error as set forth in 

Federal Rules of Civil Procedure 26(b)(5)(B).  The producing party need make no 

showing with respect to measures take to prevent the inadvertent production of the 

documents in question in order to be entitled to their return.  

7. Either party may submit the specified documents to the Court under 

seal for a determination of the claim and will provide the Court with the grounds 

for the asserted privilege or protection. The receiving party may not use the 

documents for any purpose absent this Court’s Order.  Any party may request 

expedited treatment of any request for the Court's determination of the claim. 

8. Upon a determination by the Court that the specified documents are 

protected by the applicable privilege or evidentiary protection, and if the specified 

documents have been sequestered rather than returned or destroyed, the specified 

documents shall be returned or destroyed.  The Court may also order, the 

identification and/or review of documents that have been identified as being 

potentially subject to a legally recognized claim by search terms or other means. 

9. [Upon a determination by the Court that the specified documents are 

not protected by the applicable privilege, the producing party shall bear the costs of 

placing or restoring the information into any programs or databases from which it 

was removed or destroyed and render accessible any documents that were disabled 

or rendered inaccessible, unless otherwise ordered by the Court.] 

  



So Stipulated: 

 

Plaintiff’s Law Firm     Defendant’s Law Firm 

 

By:        By:      

      

 

 

[DONE AND ORDERED]: 
[SO ORDERED]: 

 

____________________  

 

 

 

 

 

 

  

 



















STEVEN WILLIAM TEPPLER 

CURRICULUM VITAE 
 

Current:  

 
Partner 

Kirk•Pinkerton, PA 

240 So. Pineapple Avenue, 6
th
 Floor 

Sarasota, FL 34236 

Chicago, IL, 60654 

Telephone:  941.364.2410 

G-Voice:     941.487.0050 

Facsimile:   941.364.2490 

Email: steppler@kirkpinkerton.com 

 

Electronic Discovery and Information Governance Practice: 

Chairs Kirk-Pinkerton’s electronic discovery (pre-discovery through trial) and 

information governance practice, and leads the Kirk-Pinkerton consulting group. Practice 

focus is upon electronic discovery, digital evidence life-cycle management, preservation, 

loss or destruction of electronically stored information, authentication and admissibility 

issues uniquely inherent to computer-generated information, including asserting and 

defending discovery abuse and spoliation issues arising from inadvertent, unauthorized or 

illegal data manipulation or alteration. Leads the firm’s HIPAA risk profiling, liability 

exposure and breach response/remediation and notification practice. Consults, litigates, 

and advises to the private and public sectors about risk and liability unique to information 

governance and digital evidence life cycle management, including compliance issues 

arising under Sarbanes-Oxley Act; Dodd-Frank Act; Gramm Leach Bliley Act, HIPAA, 

and 21 CFR Part 11.  Founding principal of TimeCertain, LLC a provider of enterprise 

level content authentication technology and digital data content life-cycle consulting 

services to both the public and private sectors.  Inventor, with six patents issued for 

content authentication technology. Founding co-chair of the Electronic Discovery and 

Digital Evidence Practitioner’s Workshop (an American Bar Association National 

Institute). Member of Florida Bar Business Law Section eDiscovery Committee, co-

drafter of electronic discovery amendments to the Florida Rules of Civil Procedure. 

 

Admitted to Practice: 

New York 

Supreme Court of New York: January 1981 

United States District Court for the Southern District of New York: September 1981 

United States District Court for the Eastern District of New York: September 1981 

United States District Court for the Western District of New York: July 2011 

United States Court of Appeals for the Second Circuit: October 2009 

District of Columbia  

District of Columbia Court of Appeals: June 1995 

United States District Court for the District of Columbia: September 1995  

United States Court of Appeals for the District of Columbia Circuit: October 2000 

United States Court of Appeals for the Federal Circuit; February 1996      
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Florida  

Supreme Court of the State of Florida: September 2005 

United States District Court for the Middle District of Florida: January 2006 

United States District Court for the Southern District of Florida: July 2008 

United States District Court for the Northern District of Florida: March 2012  

   United States Court of Appeals for the Eleventh Circuit: August 2011 

   Illinois     
   State of Illinois Supreme Court: April 2010 

   United States District Court for the Northern District of Illinois: May 2010   

 

Legal and Consulting Practice: 
Partner:               Kirk•Pinkerton (August 2012-Present 

Partner:               Edelson McGuire, LLC (August 2009-August 2012) 

Senior Counsel:  KamberEdelson, LLC (NYC) (January 2008 – July 2009) 

Private Practice:  Litigation and Information Security (1995-2008) 

                            General Litigation (1989-1990)  

Associate:           Tannenbaum, Dubin & Robinson, New York City (1980-1981) 

 

Investment Banking Experience: 
Second Vice President, Fixed Income Securities, Smith Barney Harris Upham & Co., 

New York, NY (1988-1989)  

Senior Trader, Mortgage Backed Securities, Federal National Mortgage Association 

[Fannie Mae], Washington, DC (1988) 

Fixed Income Securities Trader, Mabon, Nugent & Co., New York, NY (1981-1987) 

 

Related Publications: 

Testable Reliability: A Modernized Approach to Digital Evidence Admissibility (Ave 

Maria L. Rev. exp. Winter 2013) 

Digital Evidence Life-Cycle Management: An Information Governance Approach to 

Defensible Generation, Preservation and Acquisition of Electronically Stored Information 

(editor and co-author) American Bar Association (exp. pub. Fall, 2013) 

Information Security and Privacy: A Practical Guide for Global Executives, Lawyers, and 

Technologists, (co-author) American Bar Association, (February 2011) 

Foundations of Digital Evidence, (co-author) American Bar Association (July 2008) 

Life After Sarbanes-Oxley, The Merger of Information 

Security and Accountability, (co-author) 45 Jurimetrics J. 379 (2005), American Bar 

Association/Arizona State University College of Law (September 2005) 

ANSI Trusted Timestamping Standard, (co-author) (July 2005)  

PKI Assessment Guidelines, (contributor) American Bar Association (2001) 

Information Security and the Law, (contributor) Information Security Legal Manual, 

American Bar Association (March 2004) 

 

Periodicals: 
Electronic Discovery and Digital Evidence Digest (2009-Present) 

Intersection of Law and Information Security, ISSA Magazine (January 2011) 

Heightened Re quirements for Encryption in U.S. Law (White Paper, December 2010) 
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The Pension Committee Decision, EDDE Journal (ABA Spring 2010) 

Digital Evidence as Hearsay, 6 Electronic Signature Review 7 (2009) 

Electronic Evidence and the CSO, CSO Magazine (October 2008) 

Spoliation in the Digital Universe, The SciTech Lawyer, American Bar Association 

Section of Science and Technology Law (Fall 2007) 

Digital Signatures Are Not Enough, (Co-Author); Information Systems Security 

Association (January 2006) 

The Digital Signature Paradox, (Co-Author); IETF Information Workshop (The West 

Point Workshop June 2005) 

Observations on Electronic Service of Process in the South Carolina Court System, 

efiling Report (June 2005) 

State of Connecticut v. Swinton: A Discussion of the Basics of Digital Evidence 

Admissibility, (Co-Author); Georgia Bar Newsletter Technology Law Section, (Spring 

2005) 

The e-Filing Challenge: Generating Challenge-Proof Content and Auditable Data Part 

Two, eFiling Report (September 2003) 

The e-Filing Challenge: Generating Challenge-Proof Content and Auditable Data Part 

One, eFiling Report (June 2003) 

Digital Data and the Meaning of Audit, NYSSCPA Journal, (August 2002) 

 

Security Industry Presentations: 
Mock ESI Discovery Abuse/Spoliation Hearings, RSA Security Conference Law and 

Information Governance Track (2005-present) 

Electronic Discovery Cooperation Workshop, RSA Security Conference law and 

Information Governance Track (April 2009) 

The Technology Time Bomb – An Attorney’s Ethical Obligation to Maintain 

Competency in Technology, Masters Seminar in Ethics, Florida Bar Annual Conference, 

(June 2007) 

Metadata – An Ethical Minefield for Attorneys, Law and Policy Track, RSA Security 

Conference, San Francisco, California, (April 2007) 

The Failure of the Hash Algorithm – The Sky Isn’t Falling, Law and Policy Track, RSA 

Security Conference, San Jose, California, (February 2006) 

Forensics and Digital Evidence Law, Law and Policy Track, RSA Security Conference, 

San Francisco, California (January 2005)  

Digital Data and the Meaning of Audit, InfoSec Asia 2004 Singapore (April, 2004)  

Timestamping and Audit Issues, RSA Security Conference, Law and Policy Track, San 

Francisco, California (February 2004) 

Digital Data and the Meaning of Audit, Federal PKI Bridge Project Conference, Crystal 

City, Virginia (March 2003) 

New Theories of Liability in an Electronic World, Internet Security Conference, Regent 

University, Norfolk, Virginia (January 2003) 

Legal Requirements of Digital Signatures, PKI Forum Conference, Dallas, Texas 

(November 2002) 

Achieving Digital Data Integrity, World Racing Symposium 2002, Tucson, Arizona 

(November 2002)  
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Memberships: 

 Professional Ethics Committee Florida Bar (Chair, 2010-2011 Term) 

 Co-Chair, American Bar Association eDiscovery and Digital Evidence 

Committee (2008-present) 

 Co-Vice-Chair, American Bar Association Information Security Committee, 

Section of Science and Technology Law (2007-2010)  

 American National Standards Institute, X9F4 1.31 Working Group –Trusted 

Transactions (2006-present) 

 The Sedona Group, WG1 (2009-present) 

 Editorial Board Member, ABA SciTech Lawyer (2009-present) 

 Editorial Advisory Board Member, ISSA Journal (2008-present) 

 American National Standards Institute, X9F4 9.95 Working Group 

     Timestamping Protocol (2002-2005) 

 

Education:      

Juris Doctor, Benjamin N. Cardozo School of Law, New York City (1980) 

Bachelor of Arts in Political Science, Summa Cum Laude, City College of New York, 

New York City (1977) 
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